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# **Загальні положення**

* 1. Товариство з додатковою відповідальністю «Страхова компанія «Кворум» (далі – Товариство), на виконання статей 8, 12 Закону України «Про захист персональних даних» від 01.06.2010 року №2297-VI, та Типового порядку обробки персональних даних, затвердженого Наказом Уповноваженого Верховної Ради України з прав людини від 08.01.2014 року № 1/02-14., визначає комплекс організаційних та технічних заходів для забезпечення захисту персональних даних від несанкціонованого доступу, витоку інформації, про порядок обробки персональних даних, неправомірного використання або втрати даних під час обробки. (далі - Порядок)
  2. Товариство здійснює обробку та захист персональних даних з дотриманням вимог Конституції України, Закону України «Про захист персональних даних», інших законів та нормативно-правових актів України, Конвенції про захист осіб у зв’язку з автоматизованою обробкою персональних даних та міжнародних договорів України. Персональні дані щодо діяльності та фінансового стану клієнта Товариства, які стали відомими Товариству під час взаємовідносин з клієнтом чи з третіми особами при провадженні діяльності у сфері страхування, розголошення якої може завдати матеріальної чи моральної шкоди клієнту є таємницею страхування.
  3. Товариство здійснює обробку персональних даних своїх клієнтів, контрагентів, учасників, працівників, пов’язаних з ними осіб, а також інших фізичних осіб, дані яких отримуються Товариством під час надання фінансових послуг та здійснення Товариством іншої діяльності відповідно до законодавства України. Відомості про Товариство, як володільця персональних даних: Товариство з додатковою відповідальністю «Страхова компанія «Кворум», код ЄДРПОУ 38730427, м. Київ, вул. Лютеранська, буд.3.
  4. Порядок визначає основні поняття, що стосуються персональних даних та містить мету обробки, процедуру обробки, права суб'єктів, порядок захисту персональних даних та інші вимоги законодавства України щодо захисту персональних даних.
  5. Вимоги цього Порядку поширюються як на всіх співробітників Товариства так і на представників органів влади, що здійснюють перевірку діяльності Товариства.

# **Визначення основних понять та термінів**

* 1. **База персональних даних** - іменована сукупність упорядкованих персональних даних в електронній формі та/або у формі картотека персональних даних.
  2. **Володілець персональних даних** - фізична або юридична особа, яка визначає мету обробки персональних даних, встановлює склад цих даних та процедури їх обробки, якщо інше не визначено законом.
  3. **Згода суб'єкта персональних даних** - добровільне волевиявлення фізичної особи (за умови її поінформованості) щодо надання дозволу на обробку її персональних даних відповідно до сформульованої мети їх обробки, висловлене у письмовій формі або у формі, що дає змогу зробити висновок про надання згоди.
  4. **Ідентифікація** - процедура розпізнавання користувача в системі, за допомогою наперед визначеного імені (ідентифікатора) або іншої інформації про нього, яка сприймається інформаційною (автоматизованою) системою.
  5. **Клієнт** – будь-яка фізична особа, фізична особа-підприємець, юридична особа та інші особи, які користується послугами Товариства.
  6. **Обробка персональних даних** - будь-яка дія або сукупність дій, таких як збирання, реєстрація, накопичення, зберігання, адаптування, зміна, поновлення, використання і поширення (розповсюдження, реалізація, передача), знеособлення, знищення персональних даних, у тому числі з використанням інформаційних (автоматизованих) систем.
  7. **Персональні дані -** відомості чи сукупність відомостей про фізичну особу, яка ідентифікована або може бути конкретно ідентифікована.
  8. **Суб’єкт персональних даних** - фізична особа, персональні дані якої обробляються.

# **Бази персональних даних, володільцем яких є Товариство**

* 1. База персональних даних персоналу Товариства - це обробка персональних даних працівників Товариства з метою забезпечення реалізації трудових відносин, соціального захисту, адміністративно-правових, податкових відносин та відносин у сфері бухгалтерського обліку, відносин у сфері управління людськими ресурсами, зокрема кадровим потенціалом відповідно до законів України що регулюють трудові відносини, Податкового кодексу України, Закону України «Про бухгалтерський облік та фінансову звітність в Україні», Закону України «Про банки і банківську діяльність», Закону України «Про зайнятість населення». Обробка персональних даних працівників Товариства - це обробка інформації фізичних осіб загального характеру, що самостійно надається такими особами (прізвище, ім’я та по-батькові, дата та місце народження, громадянство, місце проживання, індивідуальний податковий номер, цей перелік не є вичерпним).
  2. База персональних даних клієнтів/страхувальників, заявників, щодо укладання договору страхування та третіх осіб - це обробка персональних даних фізичних осіб, що здійснюється для забезпечення реалізації відносин у сфері надання фінансових послуг, шляхом оформлення договорів з надання фінансових послуг, зокрема договорів страхування відповідно до вимог чинного законодавства України, зокрема Цивільного кодексу України, Закону України «Про фінансові послуги та державне регулювання ринків фінансових послуг», Закону України «Про захист прав споживачів», Закону України «Про запобігання та протидію легалізації (відмиванню) доходів, одержаних злочинним шляхом, фінансуванню тероризму та фінансуванню розповсюдження зброї масового знищення», Закону України «Про електронну комерцію», Закону України «Про захист персональних даних», відповідних Ліцензійних умов, Закону України «Про бухгалтерський облік та фінансову звітність в Україні», інших нормативно-правових актів у сфері регулювання ринків фінансових послуг та Статуту Товариства. Обробка персональних даних клієнтів/страхувальників, заявників, щодо укладання договорів страхування та третіх осіб - це обробка інформації фізичних осіб загального характеру, що надається Товариству зазначеними особами при укладанні договорів з надання фінансових послуг, зокрема, договорів страхування шляхом заповнення заяв (документів) (прізвище, ім'я та по-батькові, дата та місце народження, громадянство, місце проживання, індивідуальний податковий номер, цей перелік не є вичерпним).
  3. База персональних даних контрагентів Товариства - це обробка персональних даних фізичних осіб здійснюється для забезпечення реалізації відносин у сфері господарських відносин, ведення відповідного обліку та звітності. Обробка персональних даних та ведення відповідної бази даних здійснюється відповідно до: Податкового Кодексу України, Закону України «Про бухгалтерський облік та фінансову звітність в Україні», Господарського кодексу України, Цивільного кодексу України, нормативно-правових актів державних органів України (в т.ч., податкових) та Статуту Товариства. Персональні дані фізичних осіб обробляються щодо загального характеру (прізвище, ім’я та по-батькові, дата та місце народження, громадянство, місце проживання, індивідуальний податковий номер, цей перелік не є вичерпним).
  4. Місцем знаходження баз персональних даних є захищене сховище із виключним доступом Товариства до даних, що зберігаються.

# **Мета обробки персональних даних**

* 1. Товариство здійснює обробку персональних даних з метою:
     1. Здійснення Товариством статутної діяльності, надання фінансових послуг, проведення господарських операцій, забезпечення трудових відносин, забезпечення належного корпоративного управління, укладення та виконання правочинів, здійснення заходів, що передують укладенню правочину, захист прав сторін за укладеними правочинами;
     2. Виконання обов’язків Товариства, які передбачені законодавством, зокрема, але не виключно, обов’язків, покладених Законом України «Про страхування», «Про запобігання та протидію легалізації (відмиванню) доходів, одержаних злочинним шляхом, фінансуванню тероризму та фінансуванню розповсюдження зброї масового знищення», іншим законодавством України, обов’язків з ведення бухгалтерського, податкового, фінансового, військового обліку, складання, подання та оприлюднення звітності, виявлення та ідентифікації пов’язаних з Товариством осіб, виконання функцій податкових агентів тощо;
     3. Забезпечення безпеки (фізичної, економічної, інформаційної тощо) персоналу, клієнтів, активів та власників Товариства.
  2. Мета обробки Товариством персональних даних суб’єктів персональних даних може змінюватися внаслідок зміни умов укладених з ними договорів або ділових відносин, та із зміною законодавства України.

# **Захист персональних даних**

* 1. Порядок захисту персональних даних визначається Товариством самостійно відповідно до вимог Закону України «Про захист персональних даних», внутрішніх політик та правил Товариства з питань захисту інформації, в тому числі персональних даних. Захист персональних даних полягає у вжитті заходів, спрямованих на недопущення незаконного розголошення отриманих персональних даних, в тому числі запобігання протиправним діям. Захист персональних даних в Товаристві здійснюється за наступними процедурами:
     1. Обмеження та визначення кола працівників, що мають доступ до персональних даних.
     2. Недопущення розголошення працівниками Товариства персональних даних, які стали їм відомі у зв’язку з виконанням професійних обов’язків, під час роботи в Товаристві та після звільнення, крім випадків, передбачених законом.
     3. Авторизований доступ до всіх інформаційних систем Товариства.
     4. Поширення персональних даних лише у випадках, на підставах та в обсязі, визначеному в законодавстві.
     5. Запобігання обробки надмірної інформації.
     6. Навчання працівників Товариства, з питань вимог до обробки та захисту персональних даних.
  2. Місце зберігання персональних даних обладнане системними і програмно-технічними засобами, які запобігають втратам, крадіжкам, несанкціонованому знищенню, викривленню, підробленню, копіюванню інформації і відповідають вимогам міжнародних та національних стандартів.
  3. Функціонування системних, програмно-технічних засобів та засобів зв'язку забезпечує дублювання роботи всіх систем та елементів для забезпечення збереження інформації та забезпечення неможливості її знищення з будь-яких обставин засобами, передбаченими Товариством.
  4. Товариство забезпечує безпечну передачу персональних даних за допомогою захищених каналів передачі інформації.
  5. Працівники, які безпосередньо здійснюють обробку та/або мають доступ до персональних даних у зв'язку з виконанням своїх службових (трудових) обов'язків зобов'язані дотримуватись вимог чинного законодавства України в сфері захисту персональних даних та внутрішніх документів, що регулюють діяльність Товариства у сфері обробки і захисту персональних даних у базах персональних даних Товариства. Працівники, що мають доступ до персональних даних, у тому числі, здійснюють їх обробку, зобов'язані не допускати розголошення у будь-який спосіб персональних даних, які їм було довірено або які стали відомі у зв'язку з виконанням професійних чи службових або трудових обов'язків. Таке зобов'язання чинне після припинення ними діяльності, пов'язаної з персональними даними, крім випадків, встановлених законом.
  6. Особи, які мають доступ до персональних даних, в тому числі, здійснюють їх обробку, у разі порушення ними вимог Закону України «Про захист персональних даних» несуть відповідальність відповідно до законодавства України.

# **Права фізичних осіб – суб’єктів персональних даних**

* 1. Згідно зі статтею 8 Закону України «Про захист персональних даних» суб‘єкт персональних даних має право:
     1. знати про джерела збирання, місцезнаходження своїх персональних даних, мету їх обробки, місцезнаходження або місце проживання (перебування) володільця чи розпорядника персональних даних або дати відповідне доручення щодо отримання цієї інформації уповноваженим ним особам, крім випадків, встановлених законом;
     2. отримувати інформацію про умови надання доступу до персональних даних, зокрема інформацію про третіх осіб, яким передаються його персональні дані;
     3. на доступ до своїх персональних даних;
     4. отримувати, не пізніш як за тридцять календарних днів з дня надходження запиту, крім випадків передбачених законом, відповідь про те, чи обробляються його персональні дані, а також отримувати зміст таких персональних даних;
     5. пред'являти вмотивовану вимогу володільцю персональних даних із запереченням проти обробки своїх персональних даних;
     6. пред'являти вмотивовану вимогу щодо зміни або знищення своїх персональних даних будь-яким володільцем та розпорядником персональних даних, якщо ці дані обробляються незаконно чи є недостовірними;
     7. на захист своїх персональних даних від незаконної обробки та випадкової втрати, знищення, пошкодження у зв'язку з умисним приховуванням, ненаданням чи несвоєчасним їх наданням, а також на захист від надання відомостей, що є недостовірними чи ганьблять честь, гідність та ділову репутацію фізичної особи;
     8. звертатися із скаргами на обробку своїх персональних даних до Уповноваженого Верховної Ради з прав людини або до суду;
     9. застосовувати засоби правового захисту в разі порушення законодавства про захист персональних даних;
     10. вносити застереження стосовно обмеження права на обробку своїх персональних даних під час надання згоди;
     11. відкликати згоду на обробку персональних даних;
     12. знати механізм автоматичної обробки персональних даних;
     13. на захист від автоматизованого рішення, яке має для нього правові наслідки.

# **Підстави для обробки персональних даних**

* 1. Обробка персональних даних здійснюється Товариством на підставах, визначених статтею 11 Закону України «Про захист персональних даних», у тому числі:
     1. згода суб'єкта персональних даних на обробку його персональних даних;
     2. дозвіл на обробку персональних даних, наданий володільцю персональних даних відповідно до закону виключно для здійснення його повноважень;
     3. укладення та виконання правочину, стороною якого є суб'єкт персональних даних або який укладено на користь суб'єкта персональних даних чи для здійснення заходів, що передують укладенню правочину на вимогу суб'єкта персональних даних;
     4. захист життєво важливих інтересів суб'єкта персональних даних;
     5. необхідність виконання обов'язку володільця персональних даних, який передбачений законом;
     6. необхідність захисту законних інтересів володільця персональних даних або третьої особи, якій передаються персональні дані, крім випадків, коли потреби захисту основоположних прав і свобод суб'єкта персональних даних у зв'язку з обробкою його даних переважають такі інтереси.
  2. Товариство, як суб’єкт первинного фінансового моніторингу, зобов’язаний належним чином ідентифікувати та проводити належну перевірку клієнта.
  3. В процесі виконання таких обов’язків обробка персональних даних відповідно до вимог Закону України «Про запобігання та протидію легалізації (відмиванню) доходів, одержаних злочинним шляхом, фінансуванню тероризму та фінансуванню розповсюдження зброї масового знищення» здійснюється без отримання згоди суб'єкта персональних даних.
  4. Товариство, як суб'єкт первинного фінансового моніторингу, інформує клієнтів про покладені на Товариство зобов'язання щодо обробки персональних даних для цілей запобігання та протидії легалізації (відмиванню) доходів, одержаних злочинним шляхом, фінансуванню тероризму та фінансуванню розповсюдження зброї масового знищення.
  5. Персональні дані, що обробляє Товариство, збираються у самих суб’єктів персональних даних, від суб’єктів господарювання, що укладають з Товариством договори та мають відповідні повноваження на розкриття персональних даних керівників (працівників, представників), власників, з відкритих джерел Крім того, вони можуть бути отримані від третіх осіб, якщо це передбачено законодавством України або за умови надання цими третіми особами гарантії, що така передача здійснюється ними з дотриманням вимог законодавства України і не порушує права фізичних осіб, персональні дані яких передаються Товариству. Склад та зміст персональних даних, що обробляються Товариством, залежить від мети обробки та встановлених законами і підзаконними нормативно-правовими актами обов’язків Товариства.
  6. Зазвичай, персональні дані обробляються щонайменше у складі: прізвище, ім’я, по батькові (за наявності ), або прізвище та ініціали, повноваження на вчинення правочину (посада, довіреність тощо). Щодо осіб, які є клієнтами, працівниками, керівниками, кінцевими бенефіціарними власниками клієнтів Товариства, представниками, довіреними особами, вигодоодержувачами за фінансовими операціями клієнтів Товариства, працівників, керівників, власників істотної участі Товариства, обробляється також інформація, в обсязі, встановленому Законом України «Про запобігання та протидію легалізації (відмиванню) доходів, одержаних злочинним шляхом, фінансуванню тероризму та фінансуванню розповсюдження зброї масового знищення», іншими Законами та підзаконними нормативно-правовими актами, в тому числі дані, отримані в ході належної перевірки.
  7. У зв’язку з виконанням обов’язків, визначених Законом України «Про запобігання та протидію легалізації (відмиванню) доходів, одержаних злочинним шляхом, фінансуванню тероризму та фінансуванню розповсюдження зброї масового знищення», Законом України «Про страхування», Кодексом законів про працю України, іншими Законами та підзаконними нормативно-правовими актами, щодо окремих категорій суб’єктів, Товариство також обробляє персональні дані, обробка яких становить особливий ризик для прав і свобод суб’єктів персональних даних, а саме: про членство в політичних партіях та/або організаціях, професійних спілках, релігійних організаціях чи в громадських організаціях світоглядної спрямованості; притягнення до адміністративної чи кримінальної відповідальності; застосування щодо особи заходів в рамках досудового розслідування або заходів, передбачених Законом України «Про оперативно-розшукову діяльність»; дані, що стосуються стану здоров’я, біометричні дані, місцеперебування та/або шляхи пересування суб’єкта персональних даних.

# **Особи, яким надається обмежений доступ до персональних даних.**

* 1. Усі персональні дані, володільцем яких є Товариство, окрім знеособлених, за режимом доступу є інформацією з обмеженим доступом.
  2. У межах Товариства доступ до персональних даних надається працівникам Товариства для виконання ними своїх посадових обов’язків, що пов’язані з метою обробки. Кожен працівник Товариства підписує зобов’язання щодо нерозголошення персональних даних, до яких він має доступ. Таке зобов’язання залишається чинним після припинення трудових відносин з Товариством.
  3. Датою надання права доступу до персональних даних вважається дата надання зобов’язання відповідним працівником.
  4. Датою позбавлення права доступу до персональних даних вважається дата звільнення працівника, дата переведення на посаду, виконання обов'язків на якій не пов’язане з обробкою персональних даних.
  5. У разі звільнення працівника, який мав доступ до персональних даних, або переведення його на іншу посаду, що не передбачає роботу з персональними даними суб’єктів, вживаються заходи щодо унеможливлення доступу такої особи до персональних даних, а документи та інші носії, що містять персональні дані суб’єктів, передаються іншому працівнику.
  6. Право на обробку персональних даних, які містяться в базах персональних даних Товариства не надається, якщо працівник відмовляється підписати Зобов’язання про нерозголошення персональних даних та взяти на себе зобов’язання щодо забезпечення виконання вимог Закону України «Про захист персональних даних» або неспроможна їх забезпечити.

# **Умови розкриття інформації про персональні дані третім особам**

* 1. Порядок доступу до персональних даних третіх осіб визначається умовами згоди суб’єкта персональних даних, наданої володільцю бази персональних даних на обробку цих даних, або відповідно до вимог Закону України «Про захист персональних даних», Кодексу законів про працю України, Податкового кодексу України, Закону України «Про фінансові послуги та державне регулювання ринків фінансових послуг», Закону України «Про страхування» та інших нормативних документів України, що регулюють порядок надання фінансових послуг, які надаються Товариством.
  2. Доступ до персональних даних третій особі не надається, якщо зазначена особа відмовляється взяти на себе зобов’язання щодо забезпечення виконання вимог Закону України «Про захист персональних даних» або неспроможна їх забезпечити.
  3. Доступ до персональних даних фізичних осіб надається Товариством приватним особам та організаціям (у тому числі розпорядникам персональних даних) для забезпечення виконання ними своїх функцій або надання послуг Товариству (наприклад, послуг аудиту, актуарію). У всіх випадках, коли це можливо, персональні дані знеособлюються. У договорах з третіми особами, які в ході надання послуг Товариству можуть прямо або опосередковано отримати доступ до персональних даних, укладаються письмові договори про конфіденційність. Персональні дані можуть бути розкриті також у випадках, та на підставах, визначених законодавством, зокрема, але не виключно, суду, контролюючим та правоохоронним органам, які діють в межах повноважень, наданих Законом, а також іншим страховим компаніям відповідно до вимог Законів України.
  4. Суб’єкт відносин, пов'язаний з персональними даними, подає запит щодо доступу (далі - запит) до персональних даних володільцю бази персональних даних.
  5. У запиті зазначаються:

- прізвище, ім'я та по батькові, місце проживання (місце перебування) і реквізити документа, що посвідчує фізичну особу, яка подає запит (для фізичної особи - заявника);

- найменування, місцезнаходження юридичної особи, яка подає запит, посада, прізвище, ім'я та по батькові особи, яка засвідчує запит;

- підтвердження того, що зміст запиту відповідає повноваженням юридичної особи (для юридичної особи - заявника);

- прізвище, ім'я та по батькові, а також інші відомості, що дають змогу ідентифікувати фізичну особу, стосовно якої робиться запит;

- відомості про базу персональних даних, стосовно якої подається запит, чи відомості про володільця, чи розпорядника цієї бази;

- перелік персональних даних, що запитуються;

- мета запиту.

* 1. Строк вивчення запиту на предмет його задоволення не може перевищувати десяти робочих днів з дня його надходження. Протягом цього строку володілець бази персональних даних доводить до відома особи, яка подає запит, що запит буде задоволено або відповідні персональні дані не підлягають наданню, із зазначенням підстави, визначеної у відповідному нормативно-правовому акті. Запит може бути задоволено, подовжено термін його розгляду або відмовлено у його задоволенні (відмова у наданні запитуваної інформації) протягом тридцяти календарних днів з дня його надходження, якщо інше не передбачено законом.
  2. Інформація, яка обліковується відповідно до договорів з надання фінансових послуг розкривається:

- на письмовий запит власника інформації або з його письмового дозволу, у випадках, передбачених чинним законодавством України;

- на підставі рішення суду;

- на письмову вимогу органів прокуратури, служби безпеки, внутрішніх справ, органів державної податкової служби України, Національного банку України, Державної служби фінансового моніторингу України, інших державних органів України відповідно до чинного законодавства України - щодо операцій відповідно до договорів Товариства, що здійснюються конкретною юридичною особою або фізичною особою за конкретний проміжок часу, в межах компетенції відповідного державного органу.

* 1. Відтермінування доступу до персональних даних третіх осіб допускається у разі, якщо необхідні дані не можуть бути надані протягом тридцяти календарних днів з дня надходження запиту. При цьому, загальний термін вирішення питань, порушених у запиті, не може перевищувати сорока п'яти календарних днів.
  2. Повідомлення про відтермінування доводиться до відома третьої особи, яка подала запит, у письмовій формі з роз'ясненням порядку оскарження такого рішення.
  3. Відмова у доступі до персональних даних допускається, якщо доступ до них заборонено згідно з чинним законодавством України.
  4. У повідомленні про відмову зазначаються:

- прізвище, ім'я, по батькові посадової особи, яка відмовляє у доступі;

- дата відправлення повідомлення;

- причина відмови.

* 1. Рішення про відтермінування або відмову в доступі до персональних даних може бути оскаржено до уповноваженого державного органу з питань захисту персональних даних, інших органів державної влади та органів місцевого самоврядування, до повноважень яких належить здійснення захисту персональних даних, або до суду.

# **Строки зберігання персональних даних**

* 1. Товариство зберігає персональні дані у строк не більше, ніж це необхідно відповідно до мети їх обробки, якщо інше не передбачено законодавством. Строк зберігання не може бути меншим, ніж визначений нормативно- правовими актами для збереження первинних документів, що є носіями інформації, яка містить персональні дані.
  2. Строк зберігання персональних даних, що містяться у базах персональних даних Товариства, документах, що подаються до Товариства для здійснення діяльності із страхування, розпорядженнях та документах або їх копіях, засвідчених у встановленому законодавством порядку, що підтверджують наявність підстав для здійснення діяльності Товариства визначається відповідно до вимог чинного законодавства у сфері фінансової діяльності. Строк зберігання персональних даних, що містяться у документації з персоналу Товариства визначається відповідно до Переліку типових документів, що утворюються в діяльності органів державної влади та місцевого самоврядування, інших підприємств, установ та організацій, із зазначенням строків зберігання документів.
  3. Строк зберігання інформації може бути збільшений понад мінімально необхідний нормативний строк зберігання, в разі неможливості проведення достатніх організаційних заходів з документованого знищення носіїв інформації, у спосіб, визначений законодавством, або з метою захисту інтересів Товариства.
  4. Знищення персональних даних здійснюється у спосіб, що виключає подальшу можливість поновлення таких персональних даних.

# **Прикінцеві положення**

* 1. У разі зміни визначеної мети обробки персональних даних на нову мету, яка є несумісною з попередньою, для подальшої обробки даних Товариство, як володілець персональних даних, окрім випадків, визначених законодавством, повинен отримати згоду суб’єкта персональних даних на обробку його даних відповідно до нової мети.
  2. Про зміну, видалення чи знищення персональних даних або обмеження доступу до них, Товариство, як володілець персональних даних, протягом десяти робочих днів повідомляє суб'єкта персональних даних, а також суб'єктів відносин, пов'язаних із персональними даними, яким ці дані було передано.
  3. Про передачу персональних даних третій особі Товариство, як володілець персональних даних протягом десяти робочих днів повідомляє суб'єкта персональних даних, якщо цього вимагають умови його згоди або інше не передбачено законом.
  4. Вимоги відповідальної особи Товариства з приводу заходів щодо забезпечення безпеки обробки персональних даних є обов'язковими для всіх працівників, які здійснюють обробку персональних даних у Товаристві.
  5. Факти порушень процесу обробки та захисту персональних даних повинні бути документально зафіксовані відповідальною особою, що організовує роботу, пов'язану із захистом персональних даних при їх обробці.